INSTITUTIA MEDICO-SANITARA PUBLICA
CENTRUL DE SANATATE EDINET

ORDIN

Nr._ 119 «16” 12 2025

»CU privire la asigurarea protectiei datelor
cu character personal in IMSP CS Edinet”

In scopul executarii prevederilor Legii nr. 133 din 08.07.2011 privind protectia
datelor cu caracter personal, Legii nr.263 din 27.10.2005 cu privire la drepturile si
responsabilitatile pacientului, Legii nr.264 din 27.10.2005 cu privire la exercitarea
profesiunii de medic, Hotaririi Guvernului nr.1123 din 14.12.2010 privind aprobarea
Cerintelor fatd de asigurarea securitatii datelor cu caracter personal la prelucrarea
acestora in cadrul sistemelor informationale de date cu caracter personal’

ORDON:

1. Se numeste persoanad responsabild de implementarea si monitorizarea respectarii
prevederilor Regulamentului privind protectia datelor cu caracter personal care vizeaza
salariatii din cadrul IMSP CS Ungheni, subordonata nemijlocit Sefului institutiei,

dl. Sergiu Bogdan - jurist IMSP CS Edinet;

2. Se numeste persoana responsabila de asigurarea securitatii datelor cu caracter personal
in sistemul informational CNAM 1in cadrul IMSP CS Edinet, dna. Lilia Negrea - sef
adjunct pe probleme medicale IMSP CS Edinet si dnul Victor Lazari - administrator
SIA AMP.

3. Se numeste persoana responsabild de confidentialitatea si securitatea informatiei cu
caracter personal, stocate in serviciile contabilitatii, dna. Valentina Vamotiuc - contabil
sef.

4. Se numeste responsabil de confidentialitatea si securitatea informatiei cu caracter
personal, pastrate, acumulate si utilizate in forma electronica dnul Victor Lazari.

5. Orice lucrator medical care in procesul efectudrii actului medical a luat cunostinta cu
documentatia medicala de orice tip este persoana responsabild de pastrarea datelor cu
caracter personal.

6. Lucratorii medicali:

6.1 Vor asigura protectia si prelucrarea (colectarea, stocarea, utilizarea si transmiterea)
datelor cu caracter personal referitor la pacienti si colaboratori in conformitate cu
prevederile legislatiei in vigoare;



6.2 La completarea fiselor medicale de ambulator (025/e, 111/e, 112/e,etc.), altor
formulare de evidenta sau supraveghere medicald sau epidemiologica se va solicita
consimtamantul scris a persoanei pentru prelucrarea, colectarea, stocarea, utilizarea si
transmiterea informatiei de sanatate.

6.3 Vor purta responsabilitate personala pentru executarea prevederilor legislatiei in
vigoare referitor la prelucrarea si asigurarea securitatii datelor cu caracter personal si vor
lua cunostinta de clauza de confidetialitate asupra prelucrarii datelor cu caracter personal.
6.4 Vor monitoriza si depista abaterile de la cerintele prevazute in prelucrarea si
asigurarea securitatii datelor cu caracter personal, cu informarea administratiei.

6.5 Vor asigura integritatea fiselor medicale de ambulator (F025/e, F II 1/e, FI 12/e) si a
documentatiei medicale in birouri.

6.6 Vor asigura reintoarcerea la maxim a fiselor medicale in birourile medicilor de
familie;

6.7 Nu vor admite eliberarea fiselor medicale la domiciliu pacientului.

6.8 Vor asigura prezentarea in arhiva a documentatiei medicale folosite in termeni
oportuni.

6.9S e interzice marcarea documentatiei medicale (F 025c, F II1, FI 12) pe coperta,
divulgarea datelor cu caracter personal in discutii dintre salariati cu exceptia cazurilor de
necesitate de serviciu.

7. Specialistii IT:

7.1 Vor asigura procedura de inregistrare a utilizatorului si de anulare a inregistrarii
pentru a garanta respectarea prevederilor politicii datelor cu caracter personal.

7.2 Vor exercita controlul intern asupra respectarii regulamentului privind asigurarea
securitdtii datelor cu caracter personal la prelucrarea acestora in forma electronica.

7.3 Vor efectua monitorizarea permanenta si controlul comunicatiilor la perimetrul
exterior al sistemelor informationale de date cu caracter personal, inclusiv la cele mai
importante puncte de contact in interiorul perimetrului acestor sisteme informationale.
8. Arhivar:

8.1 Se numeste persoand responsabila de securitatea informatiei cu caracter personal,
pastrate, acumulate si utilizate in arhiva institutiei.

8.2 Va asigura stocarea documentatiei finisate in arhiva institutiei in termeni oportuni.
8.3 Va asigura utilizarea documentatiei conform actelor de directiva in vigoare.

8.4 Va respecta regulile de eliberare a documentatiei.

9. Sef adjunct pe probleme medicale dna Lilia Negrea, jurist dnul Sergiu Bogdan.
9.1 Vor lua drept calauza si executare cerintele Legii nr.133 din 18.07.2011 privind
protectia datelor cu character personal si ordinal respective la toate etapele de
implementare.



9.2 Vor organiza instruirea angajatilor ce au acces direct sau indirect la datele cu caracter
personal in cadrul Sistemului Informational la asigurarea securitatii informationale in
institutiile subordonate.

9.3 Vor monitoriza si depista abaterile de la cerintele prevazute in prelucrarea si
asigurarea securitatii datelor cu caracter personal, cu informarea administratiei si
intreprinderea masurilor ce se impun.

9.4 Vor asigura protectia fizica si prevenirea riscului de furt, distrugere sau alterare a
documentatiei medicale (fiselor medicale, registrelor, formulare pe suport de hartie,
echipament sistem informational) ce contin date cu caracter personal in birourile
medicilor, registraturd, arhiva si alte incdperi auxiliare.

9.5 Vor asigura evaluarea corectitudinii procedeelor de prelucrare a datelor cu caracter
personal cu prezentarea informatiei sefului IMSP CS Edinet.

10. Fiecare persoana responsabila va lua cunostinta de prezentul ordin sub
semnatura.

11. Controlul asupra executirii prezentului ordin mi-l asum personal.

Sef IMSP CS Edinet Gutan Oleg



